FISA DE DATE A PROIECTULUI fhe European Union

CyberEast+ : Actiune consolidata pentru
combaterea criminalitatii cibernetice si pentru
rezilienta cibernetica in tarile Parteneriatului de Est

Perioada de 01.03.2024 - 28.02.2027
implementare:

Tarile PaE:
Armenia, Azerbaidjan, Georgia, Moldova, Ucraina

Contributia UE: € 3 500 000

Buget total: € 3 888 889

Organizatie(Organizatii) de
EBEhRRINSFE@Ghe Linkuri catre conturile de social media:
linkedin.com/company/cproc/

Site-ul coe.int/en/web/cybercrime/cybereast-
proiectului:

Descrierea proiectului:

Proiectul CyberEast+ urmareste sa eficientizeze raspunsul sistemului de justitie penala in materie de criminalitate
informatica si de colectarea probele electronice, precum si sa sporeasca rezilienta informatica, in conformitate cu
Conventia privind criminalitatea informatica (Conventia de la Budapesta) si cu cel de-al Doilea Protocol aditional la
Conventia privind criminalitatea informatica, referitor la cooperarea consolidata si divulgarea probelor electronice.
Proiectul va promova in acelasi timp prioritatile Uniunii Europene pentru regiunea Parteneriatului de Est.

Actiunea actuala va continua sa consolideze rezultatele inregistrate in cadrul proiectului precedent, CyberEast
(2019-2023), cu un accent sporit pe:

-[Sprijinirea punerii in aplicare a celui de-al Doilea Protocol aditional la Conventia privind criminalitatea informatica,
referitor la cooperarea consolidata si divulgarea probelor electronice, prin ghiduri, manuale si exercitii practice de
formare, care vor conduce la reforme legislative in tarile Parteneriatului de Est.

-[JExercitii practice de formare la nivel national si regional: formare bazata pe scenarii, exercitii practice si simulari de
proceduri judiciare.

-OPromovarea sinergiilor intre justitia penala si securitatea informatica, in vederea combaterii: atacurilor informatice
asupra infrastructurilor critice de informatie, infractiunilor de tip ,ransomware”, precum si a altor forme de atacuri
informatice.

Rezultate asteptate:

Rezultatele preconizate ale actiunii sunt:

1.0imbunatatirea legislatiei si a cadrelor politice privind criminalitatea informatica si probele electronice, precum si
respectarea mai stricta a Conventiei de la Budapesta si a celui de-al Doilea Protocol aditional.

2.[JConsolidarea capacitatilor autoritatilor judiciare prin initiative de formare durabila, formare specializata si exercitii
practice.

3.[0Cooperarea consolidata pe baza celui de-al Doilea Protocol aditional la Conventia privind criminalitatea informatica
referitor la cooperarea consolidata si divulgarea probelor electronice.

4.[JDezvoltarea sinergiilor Intre justitia penala si securitatea informatica, pentru a combate atacurile informatice.
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