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CyberEast+ : Acțiune consolidată pentru
combaterea criminalității cibernetice și pentru
reziliență cibernetică în țările Parteneriatului de Est

Linkuri către conturile de social media:
linkedin.com/company/cproc/

Perioada de
implementare:

01.03.2024 - 28.02.2027

Țările PaE:
Armenia, Azerbaidjan, Georgia, Moldova, Ucraina

Contribuția UE: € 3 500 000

Buget total: € 3 888 889

Organizație(Organizații) de
implementare:Council of Europe

Site-ul
proiectului:

coe.int/en/web/cybercrime/cybereast-

Descrierea proiectului:
Proiectul CyberEast+ urmărește să  eficientizeze raspunsul sistemului de justiție penală în materie de criminalitate
informatică și de colectarea probele electronice, precum și să sporească reziliența informatică, în conformitate cu
Convenția privind criminalitatea informatică (Convenția de la Budapesta) si cu cel de-al  Doilea Protocol adițional la
Convenția privind criminalitatea informatică, referitor la cooperarea consolidată și divulgarea probelor electronice.
Proiectul va promova în același timp prioritățile Uniunii Europene pentru regiunea Parteneriatului de Est.

Acțiunea actuală va continua să consolideze rezultatele inregistrate în cadrul proiectului precedent, CyberEast
(2019-2023), cu un accent sporit pe: 
-	Sprijinirea punerii în aplicare a celui de-al  Doilea Protocol adițional la Convenția privind criminalitatea informatică,
referitor la cooperarea consolidată și divulgarea probelor electronice, prin ghiduri, manuale și exerciții practice de
formare, care vor conduce la reforme legislative în țările Parteneriatului de Est. 
-	Exerciții practice de formare la nivel național și regional: formare bazată pe scenarii, exerciții practice și simulări de
proceduri judiciare.
-	Promovarea sinergiilor între justiția penală și securitatea informatică, în vederea  combaterii: atacurilor informatice
asupra infrastructurilor critice de informaţie, infracțiunilor de tip „ransomware”, precum și a altor forme de atacuri
informatice. 

Rezultate așteptate:
Rezultatele preconizate ale acțiunii sunt: 
1.	Îmbunătățirea legislației și a cadrelor politice privind criminalitatea informatică și probele electronice, precum și
respectarea mai strictă a Convenției de la Budapesta și a celui de-al Doilea Protocol aditional.
2.	Consolidarea capacităților autorităților judiciare prin inițiative de formare durabilă, formare specializată și exerciții
practice.
3.	Cooperarea consolidată pe baza celui de-al Doilea Protocol adițional la Convenția privind criminalitatea informatică
referitor la cooperarea consolidată și divulgarea probelor electronice. 
4.	Dezvoltarea sinergiilor între justiția penală și securitatea informatică, pentru a combate atacurile informatice.
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